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Abstract—The recognition of persons based on biometric measurements has become a very active area of research especially in the financial sector. In this paper, we focus on the problem of off-line signature verification and skilled forgeries detection. We propose a novel approach based on two levels wavelet decomposition for characterizing signatures. We have preceded to different multi levels wavelet decomposition combinations to determine the best decomposition levels and the adequate mother wavelet in order to enhance signatures characterization. The performance of the proposed approach has been proved using SigWiComp2013 database and Artificial Neural Networks (ANN) classifier.
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I. INTRODUCTION

Biometry is a well developed technique allowing human recognition basically on what they own. In fact, biometry represents a novel aspect of traditional identification methods such as logins, passwords, and access cards which could be forgotten or stolen. Biometry offers novel strategies for human recognition based on unchangeable personal features. Biometric measures can be classified to two categories: physiological, e.g. palm print, finger print, iris pattern, etc. and behavioural, e.g. speech and handwriting.

Handwritten signatures verification is a behavioural biometric verification and one of the most widely accepted personal attributes for identity verification. As a symbol of consent and authorization, especially in the prevalence of credit cards and bank checks, handwritten signatures are commonly used to approbate the contents of a document or to authenticate a financial transaction. Therefore, handwritten signature has long been the target of fraudulence.

In reality, signature verification process is usually done by visual inspection. A person compares the appearance of two signatures and accepts the given signature if it is sufficiently similar to the stored signature, for example, on a credit card. In the majority of situations where a signature is required, no verification takes place at all due to the amount of time and effort that would be required to manually verify signatures. Automating the signature verification process will improve the current situation and eliminate fraud. Therefore, with the growing demand for processing of individual identification faster and more accurately, the design of an automatic signature verification system faces a real challenge.

Handwritten signatures are of different shapes and sizes and the variations in them are so immense that it is difficult for a human being to distinguish a genuine signature from a forged one by having a glance at the signature. In fact, many factors influence handwritten signatures such as stress, behaviour, writing position, age, and cause different natures of variations; inter-personal and intra-personal variations as well as time dependency variation. Due to huge variability of signing, forgeries can be classified to three types: random forgery, simple forgery and skilled forgery [1], [2], [3].

The main objective of a signature verification system is to exploit the singular and personal character of writing in order to extract a set of least variable features able to distinguish genuine signatures from forgeries [15], [28]. This kind of system should verify that what has been signed corresponds to the unique characteristics of an individual.

The signature verification problem can be categorized into on-line and off-line. In general, online systems achieve better performance since they can count on dynamic features such as, time, pressure, and speed, which can be easily obtained from an electronic tablet. In offline systems, image of a signature written on a paper is obtained through a scanner so dynamic information are not available. The signature verification system has to rely only on features that can be extracted from the trace of the static signature image describing only signatures geometry making the verification task more complicated.

In the following, we are interested to offline handwritten signatures which still represent an active research axis, motivating several researchers to invest in it in order to minimize the error rates which remain relatively high compared to the importance of the issue in question [4], [5], [6].

In this paper, we present our contribution to handwritten signatures verification based on the principle of signatures characterization using the multi wavelet decompositions. We propose also a verification approach based on the classic wavelet decomposition. The second approach is used as a validation approach for our handwritten signatures contribution. Several experiments have been tested in order to determine the best combination of levels decomposition and mother wavelet enhancing signatures characterization and
given the best signatures verification rate. ANN was used to perform both validation and proposed approaches. The recorded results show the efficiency of taking into account the local information offered by the multi wavelet decompositions.

The remaining of the paper is organized as follows: Section 2 proposes an overview of the handwritten signatures verification previous works. Section 3 presents our proposed approach for modelling signatures. Section 4 reports experiment results obtained using SigWiComp2013 database. Finally, conclusions and future work are presented in section 5.

II. RELATED WORKS
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For many decades, a lot of researches have been conducted on off-line signature verification and many approaches have been proposed in order to solve this problem. Nevertheless, off-line signature verification stills an actual problem aiming to provide an automatic biometric behavioural secure authentication system.

In the recent literature, signature verification approaches can be classified in two categories: writer-dependent and writer-independent. When writer-dependent approaches are used, a specialized classifier is trained for each writer. The writer-independent approach uses a single classifier for all writers, which is trained using genuine and forged specimens of the entire population of individuals considered for training. In this paper, we focused on writer-dependant approach.

Diverse researches are based on global features extraction to characterize signatures in a global way [7], [8], [9], [10], [11], [12], [13]. A large set of global features are calculated from the whole signatures images such as area, perimeter, height, width, aspect ratio, circularity, convex surface, etc.

Some others researches have focused on the analysis of signatures at the local level in order to extract local features able to characterize signatures details. Those parameters describes local and topological features of signatures strokes which can lead to lower error rate compared to global strategies, since they focused on the extraction of personal information located in specific parts of the signatures (component level or pixel level). Derived from pixels distribution, researchers proposed diverse component-oriented features such as stroke distribution, stroke orientation, slant orientation, relative positions of strokes, etc. We can find also pixel-oriented features such as grid-based information, pixel density, gray-level intensity, etc.) [12], [14], [15], [16], [17], [18].

In other cases, to solve signatures verification problem, researchers have used structural descriptors such as graph-based methods, tree-based methods as well as directional coding methods [15] [19] [20] [21]. However, signatures characterization using structural descriptors have not been very successful compared to statistical descriptors which have been widely used in the literature for the signatures’ modelling thanks to their power to represent shapes such as moment descriptors [17], [22], fractal dimension [23], [24] or transformation-based methods which offers a new shape’s representation in the frequency domain. Among these descriptors, we find, in literature, Fourier, Wavelet and Contourlet Transforms used to characterize offline signatures [8], [25], [26], [27], [28], [29].

Another classification of the literature survey can be done based on signatures classification methods which differ from an approach to another. Indeed, the performance of offline signatures verification systems depends on measures used to characterize signatures. However, to propose an efficient verification system, we had to implement a reliable and performing classification module. Basically, researchers used Dynamic Time Warping (DTW) [30], [31], Hidden Markov Models (HMM) [32], [33], Support Vector Machine (SVM) [7], [14], [32] and ANN [7], [12], [13], [34], [35], [36].

III. PROPOSED APPROACH

Based on the literature overview, we note that the use of wavelets as a shape descriptor is very efficient compared to other signatures verification methods. Although, we find that wavelet descriptor is not sufficiently exploited, wavelet properties can provide a considerable boost for a discriminating representation in favour of signatures verification.

In fact, signatures are considered as a spontaneous and complicated writing, so it is interesting to use Discrete Wavelet Transform (DWT) to represent them at different resolutions, in order to characterize signatures by decomposing them into several information elements often simpler to interpret in order to analyze signatures details. However, wavelet decomposition is considered as a global descriptor, presenting only the global aspect of signatures without detecting local information which highlights signatures particularities.

Based on this statement, rests the principle of our approach which relies on multi discrete wavelet decompositions of offline handwritten signatures. Thus, we propose a textural characterization at two different stages of decomposition. Our idea is to apply a first wavelet decomposition at the most general level; it is the level “1” which offers a global view of the considered shape, followed by second wavelet decomposition at an “n” level to be determined. In fact, we aim to increase the pertinence of the first wavelet decomposition primitive’s vector using the second primitive vector issued from the second wavelet decomposition at level “n”.

The benefit of the second wavelet decomposition is to provide a more detailed view allowing access to increasingly accurate representations of a given signature. In fact, at this level, we can extract signatures singularities present in the different sub-bands of wavelet decomposition in order to enhance signatures modelling process.

To ensure optimal verification of offline handwritten signatures, we had to determine the appropriate mother wavelet as well as the apt level of decomposition of the second wavelet Transform. The choice of adequate
combination is performed on the basis of several experiments, varying mother wavelets and decompositions’ levels.

A. Pre-processing

Input signatures images are pre-processed in three consecutive stages. Each signature image is converted from RGB colour into gray level image. A size normalization step is then proceeded in order to fix the images sizes. As well as, a noise reduction process is applied using the median filter.

B. Features Extraction

The choice of discriminative features set is a crucial step for signature verification system. Due to its powerful and ability to describe signals, DWT and a reduction method are applied in this step as a shape descriptor to extract the features needed for the verification step.

Orthogonal wavelets transform have recently become a popular representation for multi-scale signal and image analysis. It enables us to have an invariant interpretation of a signature image at different resolutions, and presents a multi-resolution analysis in the form of coefficient matrix. Since the detail of a signature image at different resolutions generally characterizes different physical structures of the signature, coefficients obtained from a wavelet transform can be very useful in verification. However, in spite of their effectiveness, the 8 sub bands signatures representation drawback, based on multi levels wavelet decomposition, is their lack of statistical information.

Literature offers several statistical features used in features reduction (mean, entropy, standard deviation, mean error, energy, etc.). Although, to reduce the number of wavelet parameters, we have only retained mean and standard deviation of the approximation coefficients as well as mean and standard deviation of the other three matrixes of details coefficients for each wavelet level decomposition.

Based on this approach, the characteristic vector relative to a tested signature is composed of:

\[ \text{V} = (\text{moyAPP}_1, \text{moyDH}_1, \text{moyDV}_1, \text{moyDD}_1, \text{moyAPP}_n, \text{moyDH}_n, \text{moyDV}_n, \text{moyDD}_n, \text{ectAPP}_1, \text{ectDH}_1, \text{ectDV}_1, \text{ectDD}_1, \text{ectAPP}_n, \text{ectDH}_n, \text{ectDV}_n, \text{ectDD}_n) \].

With:

- \( \text{moyAPP}_n \): mean of the approximation sub-band relative to decomposition at level 1.
- \( \text{moyDH}_n \): mean of the horizontal detail sub-band relative to decomposition at level 1.
- \( \text{moyDV}_n \): mean of the vertical detail sub-band relative to decomposition at level 1.
- \( \text{moyDD}_n \): mean of the diagonal detail sub-band relative to decomposition at level 1.
- \( \text{moyAPP}_n \): mean of the approximation sub-band relative to decomposition at level n.
- \( \text{moyDH}_n \): mean of the horizontal detail sub-band relative to decomposition at level n.
- \( \text{moyDV}_n \): mean of the vertical detail sub-band relative to decomposition at level n.
- \( \text{moyDD}_n \): mean of the diagonal detail sub-band relative to decomposition at level n.
- \( \text{ectAPP}_n \): standard deviation of the approximation sub-band relative to decomposition at level 1.
- \( \text{ectDH}_n \): standard deviation of the horizontal detail sub-band relative to decomposition at level 1.
- \( \text{ectDV}_n \): standard deviation of the vertical detail sub-band relative to decomposition at level 1.
- \( \text{ectDD}_n \): standard deviation of the diagonal detail sub-band relative to decomposition at level 1.

C. Classification

To evaluate the verification system, we opted to adopt ANN classifier due to its ability to imitate human perception and generate a system similar to human brain, able to detect singularities and discriminate authentic signatures from forgeries. ANN is distinguished from the other classifiers especially by their power of learning and generalization.

Based on the writer-dependant approach, we assign an ANN classifier for each database’s writer. The verification process was performed in two phases. The training phase trains the ANN model with a signature training set, containing 70% of the writer’s sample (109 signature images). The test phase validates the constructed ANN model with a signature test set containing 30% of the presumed writer’s sample (46 signature images).

D. Database

The signature database used comes from Signature Verification and Writer Identification Competitions for On and Off-line Skilled Forgeries (SigWiComp2013)”, in Proc. of the 12th International Conference on Document Analysis and Recognition (ICDAR) 2013. The dataset includes both online and offline signatures of which we only use the offline signatures for Dutch signers. The dataset is split into a training set and testing set of no overlapping IDs. The Dutch training set contains data from the SigComp2009 and the SigComp2011Competitions. In this work, we treated only signatures from SigComp2009 Dutch data which includes a total of 1860 images for 12 signers (IDs), with about 5 genuine signatures and 150 forged signatures for each ID [37].

We decided to classify the Dutch signatures dataset used to perform the proposed system into 3 categories: cursive signatures, semi-cursive signatures and graffiti signatures.

IV. Experimental Results

To proof the efficiency of using wavelet transform at two different levels and doping wavelet decomposition primitives vector by the second wavelet decomposition at an “n” level, we choose to verify offline handwritten signatures firstly using the classic wavelet transform to make sure that our idea
based on two levels decomposition is better than application of basic wavelet transform. Same process is applied to the validation and proposed approach.

To determine adequate discrete mother wavelet, belonging to Daubechies, and appropriate levels of wavelet decomposition, we have implemented all possible combinations (mother wavelet, decomposition levels) able to characterize signatures and enhance correct verification rate.

For verification, a verification model is implemented for each database signer, based on writer-dependent approach’s principle. ANN was used to classify authentic signatures from skilled forgeries. The performance of the verification systems is evaluated by the Confusion Matrix (CM) and the Correct Verification Rate (CVR).

We have chosen a writer for each type of signatures present in the SigWiComp2013 database to test the verification performance of our proposed approach in order to determine the appropriate mother wavelet as well as the best decomposition levels leading to an optimal good verification rate. The first signer represents a sample of cursive signatures; the second writer shows a sample of semi-cursive signatures and the third scripter belongs to the graffiti signatures.

**TABLE I**

<table>
<thead>
<tr>
<th>Filter</th>
<th>Signer 1</th>
<th>Signer 2</th>
<th>Signer 3</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>i=1 (Db1)</td>
<td>i=2 (Db2)</td>
<td>i=3 (Db3)</td>
</tr>
<tr>
<td></td>
<td>CM</td>
<td>CVR (%)</td>
<td>CM</td>
</tr>
<tr>
<td>Db(1)</td>
<td>95.65</td>
<td>1:0:0</td>
<td>93.47</td>
</tr>
<tr>
<td>Db(2)</td>
<td>97.82</td>
<td>1:0:0</td>
<td>97.82</td>
</tr>
<tr>
<td>Db(3)</td>
<td>97.82</td>
<td>1:0:0</td>
<td>95.65</td>
</tr>
<tr>
<td>Db(4)</td>
<td>97.82</td>
<td>1:0:0</td>
<td>97.82</td>
</tr>
<tr>
<td>Db(5)</td>
<td>97.82</td>
<td>1:0:0</td>
<td>91.30</td>
</tr>
<tr>
<td>Db(6)</td>
<td>91.30</td>
<td>1:0:0</td>
<td>95.65</td>
</tr>
</tbody>
</table>

By analyzing results obtained by the proposed approach, we find that the verification system succeeds in differentiating authentic signatures from forgeries. Indeed, it recognizes authentic signatures in all multi wavelet decompositions combinations which proof the discriminatory power of the proposed approach. So, we have decided to perform signatures verification for the different database’s writers based on the Multi wavelet decomposition approach.

**TABLE II**

<table>
<thead>
<tr>
<th>Filter</th>
<th>Signer 2</th>
<th>Signer 3</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>CM</td>
<td>CVR (%)</td>
</tr>
<tr>
<td>Db(1,2)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(1,3)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(1,4)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(1,5)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(1,6)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(2,1)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(2,3)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(2,4)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(2,5)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(2,6)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(3,1)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(3,3)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(3,4)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(3,5)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
<tr>
<td>Db(3,6)</td>
<td>97.82</td>
<td>0:1:0</td>
</tr>
</tbody>
</table>
Table II represents the distribution of correct verification’s rates according to the Daubechies mother wavelet’s type and the levels of decomposition related to the second and third scripter.

We note that the proposed system achieves 100% of correct verification rate using $Db2(1,6)$, $Db3(1,6)$ for both the second and third writer, which incites us to keep this two combinations of multi levels wavelet decompositions. Notice also that the system achieves 100% using $Db2(1,5)$ for both the first and third database’s writer, so we keep also this decomposition combination.

**Fig. 2.** Correct verification rate depending on mother wavelets used and multi decompositions’ levels applied for the second and third database’s signer.

The best correct verification rate achieved using $Db2(1,5)$ multi levels decomposition is 98.004%. This rate is better than results performed in [38], [39], [40] which achieved respectively 95.95%, 91.12% and 92.96%.

**V. CONCLUSION**

A novel offline signatures verification approach has been proposed in this paper. A multi decompositions wavelet-based method has been applied and the doping of multi levels extracted primitives in order to enhance signatures characterization.

Table IV shows the mean correct verification rates reached by the proposed system using the selected multi decomposition combinations for all database’s signers.
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